Our Commitment To Privacy

Last Updated: July 1, 2020

This is the Privacy Policy for pros.com. This website is operated and controlled by PROS, Inc., a Delaware USA corporation (“PROS”). If you have any questions or concerns about this Privacy Policy or the handling of your personal data in general, you may contact our Legal Department directly by sending an e-mail to legal@pros.com.

Your privacy is important to us. To better protect your privacy, we provide this notice explaining our online information practices and the choices you can make about the way your information is collected and used. To make this notice easy to find, we make it available throughout our website and at every point where personal data may be requested. Please read the following carefully to understand our views and practices regarding your personal data and how we will treat it.

As discussed below, we collect contact information from persons interested in purchasing our products and services, which are designed for business customers. We use this information for responding to your requests for information and for providing products and services to you. We also may collect information automatically as you use our website, but we typically do not associate this with you as an individual.

In this Privacy Policy, we also provide additional information for residents of the European Union and California, which also includes a description of our offline data collection practices and the rights afforded to persons in those jurisdictions.

The Information We Collect

We collect the following information, which may include your personal data (collectively “information”):

• Information you provide to us – we collect data that you choose to provide to us when filling out forms on our website and when you register to receive materials or view webinars. Such data includes your name, address, email address, phone number, geographic region and a password.

• Information your employer provides to us – if your employer purchases our services, then we may collect your name and business contact information from your employer for the purpose of allowing access to our services.

• Information automatically collected – whenever you visit or interact with the website, we automatically collect (usage) data about your visit. Such information includes your IP address, your domain, browser type, operating system, mobile carrier, ISP, the date and time of your visit, and the URLs of websites from which you arrive or leave our website and other unique identifiers for the computer, mobile or other device you use to access the website and any referring website.
We gather such information through cookies and other web technologies. See also our [Cookie Policy](#) to find out more.

Unless otherwise specified above, the provision of the above personal data is not required: you do not have to provide us your personal data and we will not automatically collect information if you reject or switch off our cookies. However, we may not be able to provide the services you request from us without your personal data.

**The Way We Use Information**

Where you choose to visit our website and/or provide us with your information, we will collect and process your personal data in accordance with this Privacy Policy. We do this in order to promote and maintain our legitimate business interests in demonstrating our product solutions and services designed for businesses.

We collect your information with a lawful basis for the specific purposes below. Please know that insofar as we already hold information about you, we may use that information for the same purposes.

- **For the performance of our agreement with you:** In order to carry out our obligations arising from any contracts entered into between you and us, and to provide you with the information and services that you request, including managing and handling your requests, inquiries or complaints. This also includes responding to your requests to provide customer service, respond to your inquiries, providing you with technical support, provide you with essential information, documentation or communications regarding our services, etc.

- **For our legitimate commercial interests:** We may use your personal data (both on aggregated and on individual basis), such as your contact details and your electronic identification data for the purpose of advertising our products and services, making contact with you for marketing or other commercial purposes if you are an existing customer.

- We may also use your personal data for analyzing, developing and improving our website and services, such as providing you with customer services, and to understand you as a customer (customer optimization). We also work with service providers that help us determine what features, posts, or other statements of PROS are of most interest to our customers and prospective customers (e.g., are people reading our social media feeds, downloading whitepapers, etc.). This enables us to assess what may interest you (often such analysis, however, is completed without using any personal information or attempting to identify a particular user), to measure or understand the effectiveness of advertising we serve to you and others and to deliver relevant advertising. In addition, based on your historical use we may target you with advertisements or other marketing materials that are customized to your personal preferences and experiences.
We may also use your personal data for our other legitimate commercial interests such as:
operating and expanding our business activities; developing and improving or modifying
our services; generating aggregated statistics about the users of our website; assisting in
security and fraud prevention; managing, protecting against and investigating fraud, risk
exposure, claims and other liabilities and to administer our website and for internal
operations, including troubleshooting, data analysis, testing, research, and statistical
purposes; system integrity purposes (for example the prevention of hacking, spamming
etc.); facilitating our business operations; operating company policies and procedures;
enabling corporate transactions, such as any merger, sale, reorganization, transfer of
assets or businesses, acquisition, bankruptcy, or similar event; or for other legitimate
business purposes permitted by applicable law.

- Marketing: to the extent permitted by applicable law or with your consent, we may
  send you marketing communications via email (such as newsletters and
  promotions). You can withdraw your consent at any time; see the section ‘Your
  Rights’ below.

- To comply with our legal obligations: Any information referred to above in the
  section ‘The Information We Collect’ may be used to comply with a legal
  obligation to which we are subject, such as maintaining appropriate business
  records, complying with lawful requests by governmental agencies and public
  authorities, complying with applicable laws and regulations or as otherwise
  required by law.

**The Way We Share Information**

We share your personal data with the following parties:

- Service Providers and processors. We engage vendors, from time to time,
  including: business partners, suppliers, agents and contractors (such as IT service
  providers and hosting providers), and sub-contractors for the performance of any
  contract we enter into with them or to provide services on our behalf. These
  vendors also may include data analytics providers.

In providing their services, they will access, receive, maintain or otherwise process
personal data on our behalf. For example, our agents and contractors may assist us in
fulfilling requests for information, receiving and sending communications, updating
marketing lists, analyzing data, providing IT support, including hosting services, and
providing other support services. Our service providers will only use your information to
the extent necessary to perform their functions and our contracts with these service
providers do not permit the use of your personal data for their own (marketing) purposes.
Consistent with applicable legal requirements, we take commercially reasonable steps to
require service providers to adequately safeguard your personal data and only process it
in accordance with our instructions.
Legal requirement. We also disclose your personal data if disclosure is required by law or in the context of an investigation, regulatory requirement, judicial proceeding, court order or legal process served on us, or to protect the rights or safety of the website, other persons, us, or our affiliated companies. This may include disclosure to law enforcement, our affiliates, or other persons as required by law or where we believe necessary to do so.

Corporate transaction. Information about our customers (including prospects, current, and former customers), including personal data, may be disclosed as part of any merger, sale, transfer of assets, acquisition, bankruptcy, or similar event or evaluation of such event.

With explicit consent. We also disclose information about you, including personal data to any other entity, where you have consented or requested that we do so.

Our Commitment To Data Security

In an effort to prevent unauthorized access, maintain data accuracy, and provide for the correct use of information, we have put in place physical, electronic and managerial procedures designed to safeguard and secure the information we collect about you online. We endeavor to secure your personal data in accordance with industry standards and technology. Since the internet is not a 100% secure environment, we cannot ensure or warrant the security of any information you transmit to PROS. There is no guarantee that information may not be accessed, copied, disclosed, altered or destroyed by breach of any of our physical, electronic or managerial safeguards.

Our website users are responsible for maintaining the security of any password, user ID or other form of authentication involved in obtaining access to password protected or secure areas of our web site. In order to protect you and your information, we may suspend your use of our website, without notice, pending an investigation, if we suspect that any security breach has taken place.

Data Processing in the U.S. and Globally

PROS is located in the United States and our website is hosted in the United States. We, and our service providers acting on our behalf, process any personal data collected about EEA visitors via our website or EEA customers in the United States and other worldwide locations. To comply with European data protection regulations on the transfer of personal data outside of the EEA, we take steps to safeguard European privacy rights by asking that our suppliers undertake a valid mechanism to give adequate protection to such personal data transferred outside of the EEA. For example, our suppliers use mechanisms approved by the European Commission, such as Binding Corporate Rules (for more information, please see \[http://ec.europa.eu/justice/data-protection/international-transfers/binding-corporate-rules/bcr_cooperation/index_en.htm\]), standard contractual clauses, or, for those suppliers based in the United States, registration under the EU-US
Privacy Shield Framework Principles (for more information please see https://www.privacyshield.gov/list).

Within the PROS international group of companies, in order to supply you with services you have requested and for other lawful purposes, it may be necessary for us to transfer your personal data from one PROS group company to another PROS group company. The PROS group companies have signed standard contractual clauses (in the form approved by the European Commission) to provide for such circumstances where EEA personal data is transferred to a location outside of the EEA. For further information about where PROS group companies are located please see the PROS contact page.

Where you are based in the EEA, you are entitled, upon request, to receive a copy of the relevant contract (such as standard contractual clauses or Binding Corporate Rules) showing that appropriate safeguards have been taken to protect your personal data during such transfer.

**How We Retain Information**

We are committed to effective records management to comply with applicable laws and meet the information retention and retrieval needs of our operations. We will generally retain your personal data for as long as it is required for purposes for which the data were collected. Unless we will inform you otherwise, this will usually a period of three (3) years after our last interaction with you plus the length of any applicable statutory retention period following such activity. If you wish to cancel your account or request that we no longer use your information to provide you services, please contact us using the information set forth below.

Personal data will be handled in the following manner:

- Stored appropriately in light of the sensitivity and confidentiality of the information.
- Retrievable.
- Disposed of appropriately to prevent it from being accessed by unauthorized persons.
- Considered as confidential in nature.

**External Links**

This website may, from time to time, contain links to external sites for which this Privacy Policy does not apply. These links take you outside our website and are beyond our control. The sites you can link to have their own separate privacy policy and although we seek to protect the integrity of our website, we cannot be held liable for the content and activities of these external sites. Your visit/access to these sites is therefore entirely at your own risk. Please note that these other sites may send their own cookies to users, collect data or solicit personal data.

**Use of Cookies**
We use cookies, clear GIFs/pixel tags, JavaScript, local storage, log files, and other mechanisms to automatically collect and record information about your browsing activities. With the exception of maintaining automatically collected information regarding your log-in to our customer portal (e.g., recording log in/account time and information regarding account credentials), we typically do not combine this “activity information” with other personal data we collect about you except as permitted by law. With regard to data collected automatically through our customer portal, to the extent that we maintain that data, we use such data for account-related purposes. For example, we use the data to facilitate your log in, provide you with a customized browsing experience, and to determine which features of our portal are most useful to our users. We also may use this information for trouble-shooting purposes.

Generally, we use this activity information to understand how our services are used, track bugs and errors, improve our services, verify account credentials, allow logins, track sessions, prevent fraud, and protect our services, as well as for targeted marketing and advertising, to personalize content and for analytics purposes.

We use performance and analytics cookies, including Google Analytics, to help us analyze how you use our website, and improve the way it works so we can deliver the best possible experience. On our behalf, Google will use the information generated by cookies to evaluate your use of our web site, compile reports on web site activity and provide other services relating to web site activity. In addition, we may use the information Google collects about your use of our web site for marketing purposes. Google has developed the Google Analytics opt-out browser add-on for the Google Analytics JavaScript (ga.js, analytics.js, dc.js). You can prevent Google’s collection and use of the data it collects as defined in its policy by downloading and installing this browser plug-in: https://tools.google.com/dlpage/gaoptout?hl=en-GB. For more information about Google Analytics Cookies, please see Google’s help pages (https://support.google.com/analytics/answer/6004245) and privacy policy (https://www.google.com/intl/en/policies/privacy/).

For more detailed information about these mechanisms and how we collect activity information, see our Cookie Policy.

Changes to this Privacy Policy

This Privacy Policy may be revised from time to time. If a fundamental change to the nature of the use of your personal data is involved or if the change is in any other manner relevant to you, the information will be provided in advance of the change actually taking effect.

Special Notice to European Union Residents

This section applies to European Union residents.
We will take steps in accordance with applicable legislation to keep your personal data accurate, complete and up-to-date. You are entitled to have any inadequate, incomplete or incorrect personal data corrected (that is, rectified). You also have the right to request access to your personal data as well as additional information about the processing and to request us to erase the personal data we hold about you.

The following rights apply in addition to the above:

- Right to restriction: you have the right to obtain restriction of processing, for example in case we no longer need your personal data in view of the initial purposes but they are required by you for the establishment, exercise of defense of legal claims.

- Right to object: you have the right to object to our processing of your personal data which is based on our legitimate interests. We will no longer process your personal data upon your request, unless we have compelling legitimate grounds for the continuation of the processing which override your interests, rights and freedoms, or for the establishment, exercise or defense of legal claims. You may also object against our use of your data for direct marketing purposes. To that end, you may also use the unsubscribe button provided for in every email we send.

- Right to withdraw consent: in cases where we rely on your consent for using your personal data, you can withdraw such consent at any time by sending an email to: legal@pros.com.

- Right to data portability: under circumstances, you have the right to have your personal data transmitted to another data controller in a structured, commonly used and machine-readable format.

- Right to lodge a complaint: in case you have a question or complaint about how we process your personal data, you can send an email to: legal@pros.com. Alternatively, you can lodge a complaint with your local supervisory data protection authority.

**Special Notice for California Consumers**

In this section, we provide information for California residents, as required under California privacy laws, including the California Consumer Privacy Act (“CCPA”), which requires that we provide California residents certain specific information about how we handle their personal information, whether collected online or offline. Under the CCPA, “personal information” is any information that identifies, relates to, describes, is reasonably capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular California resident or household. It does not include publicly available data as defined by the CCPA.

**Collection, Use and Disclosure**
Our collection of information varies based on your interaction with us; in this section, we describe generally the scope of information that we have collected about California residents during the last 12 months.

Information that We Collect About You: Above, we describe the personal data that we collect about you. As the CCPA prescribes specific categories, we repeat our data collection practices here – please also note that in this section, we describe our offline data collection practices, as pertain to California residents. Of the categories established in the CCPA, we have collected the following information about you in the last twelve (12) months:

- **Name, Contact Information, and Other Identifiers:** when you interact with us online or offline, we collect your contact information which may include your name mailing address, IP address, email address, and employer’s name (if you are an authorized representative of one of our customers).

- **Customer Record Information/Purchase Histories:** if you are a registered customer with us we collect information about the services that you purchase from us. Please note that only certain business-related information is within scope of the CCPA.

- **Usage Data:** As stated above, we collect information about the use of our website, including our customer portal. This may include log activities, IP address, browsing history, click stream data, but we do not necessarily associate this information with any individual user or account holder (except as described above). We also collect information about downloads of our whitepapers, posts to our social media feeds, or other references to PROS in the public space; we do not usually associate this with any PROS account or seek to identify a particular individual.

- **Audio/Visual Data:** if you visit our offices, we may use CCTV or other surveillance to protect our property; we do not associate this information with your account. If you choose to chat with our online sales representatives through our website, we also collect personal information about your chat. Absent a customer service inquiry, we typically do not associate this information with your account. If you are not an account holder, then we may use the information obtained through the chat to contact you about our products and services.

Use: For more information about the business and commercial purposes for which we collect, use, and disclose personal information, please see ‘The Way We Use Information, Use of Cookies’ and ‘The Way We Share Information’ sections above.

Disclosure: In the list below, we include the categories of personal information we have disclosed for business purposes (such as to companies that provide services to us, or where we are required by law to do so), and for each we identify the categories of entities to whom we may disclose such information. In the last twelve (12) months, we disclosed the following categories of personal information for a business purpose to assist us in providing our services to you:
• Name, Contact Information, and Other Identifiers: We may disclose to our service providers; our advisors and agents; government entities and law enforcement; our affiliates and subsidiaries; and our data analytics providers.
• Customer Record Information/Purchase Histories: We may disclose to our service providers; our advisors and agents; government entities and law enforcement; our affiliates and subsidiaries; and our data analytics providers.
• Usage Data: We may disclose to our service providers; our advisors and agents; government entities and law enforcement; our affiliates and subsidiaries; and our data analytics providers.
• Audio/Visual Data: We may disclose to our service providers; our advisors and agents; government entities and law enforcement; and our affiliates and subsidiaries.

Sources: As further described in ‘The Information We Collect’ section above, we may collect personal information from the following sources:
• directly from the individual
• advertising networks
• data analytics providers
• social networks
• data brokers
• business customers
• affiliates and partners

California Resident Rights

California law grants California residents certain rights and imposes restrictions on particular business practices as set forth below.

Right to Opt-out of Sale of Personal Information. California residents have the right to opt-out of the sale of their personal information. We do not sell your personal information.

Verifiable Requests to Delete and Requests to Know. Subject to certain exceptions, California residents have the right to make the following requests, in most cases, at no charge:

• Request to Delete: California residents have the right to request deletion of their personal information that we have collected about them and to have such personal information deleted, except where an exemption applies.

• Request to Know: You have the right to know the categories of data that we collect about you, each of which is described above; the categories of sources from which the personal information is collected; the categories of personal information that we disclosed for a business purpose about you; the categories of third parties to whom we disclosed for a business purpose the personal information; and the business or commercial purpose for collecting the personal information. You also have the right to request, subject to certain exemptions, a copy of the specific
pieces of personal information that we have collected about you in the prior 12 months and to have this delivered, free of charge, in an easy to read format either by email or another portable means.

• Submitting Requests:, Requests to Know and Requests to Delete may be submitted by going to our California Individual Rights Page at this form, as well as by contacting us at 1-(800)-555-3548, option 5 (toll free). We will respond to verifiable requests received from California consumers as required by law. You may make up to two Requests to Know within 12 months. When you submit a Request to Know or a Request to Delete, we will take steps to verify your request by matching the information provided by you with the information we have in our records. You must complete all required fields on our webform (or otherwise provide us with this information via the above toll-free number). In some cases, we may request additional information in order to verify your request or where necessary to process your request. If we are unable to adequately verify a request, we will notify the requestor.

• Requests from Agents: We will accept requests from authorized agents as required by applicable law. Authorized agents may initiate a request on behalf of another individual by contacting us online at the above link; authorized agents will be required to provide proof of their authorization and we may also require that the relevant consumer directly verify their identity and the authority of the authorized agent. In particular, we may request that the consumer complete a notarized statement authorizing the agent to submit the request on his/her behalf.

Non-discrimination. California residents have the right not to be subject to discriminatory treatment for exercising their rights under the CCPA.

Financial Incentives. We do not offer any incentives at this time.

For more information about our privacy practices, you may contact us as set forth in the ‘How to Contact Us’ section below.

How to Contact Us

If you have questions or concerns about this Privacy Policy, or would like to make a complaint about a possible breach of applicable privacy laws, please contact our Legal Department at:

PROS Legal Department
legal@pros.com
3100 Main Street, Ste 900
Houston, TX USA 77002